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Abstract 

Wrong Way Driving (WWD) is an ongoing problem that requires constant attention in order to prevent accidents and to protect the 

general public. Texas Department of Transportation (TxDOT) in San Antonio has initiated a program to implement solutions to miti-

gate WWD accidents. As technology continues to advance, it is important to create innovative solutions to counteract the WWD 

problem. In intelligent vehicles and vehicles with a heads-up display (HUD), we can utilize the on-board computer of Vehicle to 

Infrastructure (V2I) communication system to detect WWD and to alert the authorities. This project simulates the On-Board Unit 

(OBU) of the car and the Roadside Equipment (RSE) that will interact with each other to detect the WWD. Proper interaction between 

OBU and RSE is implemented for data transfer to detect the WWD. Test results show that the RSE takes 3.61 ms to notify the vehicle 

of a WWD. The worst-case violation can be detected within a distance of 3.81 inches in the ramp.  
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1 Introduction  

The objective of this project is to design and implement an innovative so-

lution to mitigate wrong-way driving in general and to measure its perfor-

mance. This was accomplished by working with Texas Department of 

Transportation (TXDOT) in order to accurately develop a system that suc-

cessfully contributes to the solution. Several solutions have already been 

implemented, which can be seen on the road. These solutions may include 

road bumps, lowered sign heights, and signs that light up as stated in 

[1][2][3]. However, wrong way driving is a consistent problem, and these 

solutions have only reduced the number of incidences marginally 

[4][5][6][7]. With this in mind, the goal of this project is to look at what 

is already being used and to figure out how to create solution based on 

future technologies [8]. As such, it is important to continue designing and 

implementing solutions that have not been completed before or adjusting 

those that have been done. Some recommendations have been made which 

includes the use of on-ramp pavement markings because it has been re-

ported that intoxicated drivers have a tendency to look down as mentioned 

in [2] and in [3]. As such, one of the main focuses is to get the driver’s 

attention. Intelligent Transportation System (ITS) techniques were used 

and reported by authors in [9] and in [10] stating increased number of de-

tections. However, the performance in terms of detection time is not spec-

ified in these studies. A vendor reported performance in terms of detection 

time in [11]. It lacks the capability of warning the wrong way driver. As 

such, an innovative system is needed that addresses these constraints. This 

project uses GPS coordinates to detect the wrong way driver, to warn the 

driver, to warn potential victims of the risk involved, and to contact the 

local authorities to handle the situation. This project uses Vehicle to Infra-

structure (V2I) communication to interact with the cars and the infrastruc-

ture. The project seeks to utilize embedded processor boards to simulate 

V2I communication that detects a wrong way driver and alert others within 

a certain vicinity to mitigate possible accidents. The hardware and soft-

ware of this project was accomplished in the laboratory of the School of 

Engineering at TAMIU. This paper presents the design, implementation, 

testing, and performance results of the system. 

2 Hardware Development 

To utilize future V2I communication technology in order to detect WWD, 

hardware for both the OBU and RSE need to be developed. As such, for 

the project to be simulated successfully, RSE and OBU must be imple-

mented and integrated so that they may send and receive required data. In 

this section we will detail the hardware development involved in the pro-

ject. 

 

Serial data has proven to be the ideal option for this project, since timing 

issues, initializations, and software organization issues with parallel data 

could not be corrected. For serial data to work properly, certain wired con-

nections must be made between OBU and RSE receiving and transmitting 

ports. RSE and OBU are connected serially, as shown in Figure 1. 
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Figure 1. RSE and OBU Ports Connected Serially 

 

Silicon Labs C8051F340-TB board was used which has an 8-bit 8051 mi-

crocontroller with 40 data pins, 4Kb ROM storage and 128 Bytes RAM. 

The built-in serial port of the board was used for data communication. 

Two of these boards were used, with one board being the RSE and the 

other the OBU. A Dell Optiplex 7050 with Intel Core i5-7500 was used to 

run the development environment and debug the programs running on 

these boards. An oscilloscope was also used to scan data transmission. A 

breadboard and a red LED light were used to check the communication. 

With Silicon Labs, a default code is provided to toggle the LED on the 

board. With the aforementioned equipment, we first tested the default 

code, then used this as the base for developing and testing the software 

later on. 

3 Software Design  

Two different programs need to be created, one for the OBU and the other 

for the RSE. Each program needs to be developed independently, while 

maintaining synchronization of sending and receiving data with the other. 

The flow diagrams for the RSE and OBU are presented and explained be-

low.  

 

In Figure 2, the algorithmic steps that the RSE follows are shown in a flow 

diagram.  

 

 
Figure 2. Roadside Equipment Flow Diagram 

 

First, the initialization routine configures the necessary setting for the se-

rial data communication. Next, the GPS reference points (1, 2, 3) are ini-

tialized representing right sequence on the ramp as shown in Figure 3.  

 
Figure 3: Ramp Showing Right Way Driving 

 

Next, the car information is received through a synchronized two-way se-

rial data communication. Only three car-data are sent at a time due to hard-

ware limitation (that will be further discussed in the conclusion). After 

data is received and stored, the comparison begins. The RSE checks the 

GPS points received and the timestamps against the fixed reference points. 

If there is any violation (car traverses in sequence 3, 2, 1), then the RSE 

will send a wrong way message to the wrong way driver as well as a warn-

ing to the possible victims in the vicinity. However, if no wrong way driver 

is detected (car traverses in sequence 1, 2, 3), then it will stay in a loop 

constantly receiving new data from passing vehicles and checking if they 

are in violation. 

 

In Figure 4, the flow diagram of the OBU is displayed. 

 

 
Figure 4. On-Board Unit Flow Diagram 

 

As mentioned in Figure 3, the On-Board Unit will send an initialization 

byte to the RSE, then it will send the vehicle data which is the first byte. 

After the vehicle data is sent, then potential victim data is sent and if there 

is no wrong way driver, the information will continue to flow until there 

is a wrong way driver detected. Once a wrong way driver is detected, then 

the OBU will receive the message for the wrong way driver as well as the 

message for the possible victims in the area.  

 

In Figure 5, the unit communication protocol between the RSE and OBU 

is presented as layers with sequence. 
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Figure 5. Unit Communication Protocol 

 

In the figure above, the data on the left pertains to the RSE and the data 

on the right pertains to the OBU. Initiation starts from the RSE to the 

OBU, which then waits to send the first byte. Once the OBU sends the 

first byte then the RSE sends an acknowledgment to the OBU. Once the 

OBU receives the acknowledgment, then it sends the second byte of infor-

mation to RSE. This will continue during the whole process of data ex-

change. The RSE uses this stored data to detect and warn the WWD as 

well as identify and warn potential victims. 

 

An adapted format of vehicle data is shown in Figure 6. The vehicle ID, 

longitude and latitude and timestamp are used to perform the above detec-

tion. The heading information can be used to determine the direction of 

the vehicles. 

 

 
Figure 6. Data Sent by the OBU 

 

Figure 6 also shows the size of data sent by the OBU. As seen, one byte 

of data is needed for Vehicle ID because it can be any number from 00 to 

FF in hexadecimal. Longitude and latitude need two bytes of data because 

of the decimal point. Timestamp requires 9 bytes because it is a 10 digit 

number. 

 

In Table 1, example real data format received by the RSE is presented.  

This real data format contains numbers with decimal points. However, in 

this project simplified integer data formats were considered due to hard-

ware and time constraints. 

 

 

 

Table 1. Example Data Received by the RSE 

 

Vehicle ID Location Speed Heading Timestamp 

1225 33.844°, 

-112.135° 

11.81 165.7 14135867 

1229 33.875°, 

-112.124° 

11.01 165.2 14135867 

1234 33.768°, 

-112.121° 

11.43 166.4 14135867 

4 Test bench and Performance Results 

The system was formed by integrating the above developed hardware and 

software. The actual test set up is shown in Figure 7.  

 

Figure 7. Test set-up of the OBU and RSE 

 

A set of random traffic data was created in Visual Studio for testing the 

system. The algorithmic steps to generate traffic data are outlined as fol-

lows. 

 

1. Randomly generate one byte vehicle ID (between 1 and 255), 

convert it to hexadecimal format for OBU. 

2. Randomly generate two byte Longitude (between 1 and 

65535), convert it to hexadecimal format for OBU. 

3. Randomly generate two byte Latitude (between 1 and 65535), 

convert it to hexadecimal format for OBU. 

4. Randomly generate one byte Timestamp (between 1 and 255), 

convert it to hexadecimal format for OBU. 

5. Arrange them as parameters of a function call, write them into 

the traffic data file. 

6. Repeat the steps 1 to 5 for 50 vehicles. 

 

In addition, when a WWD need to be simulated, the following additional 

steps are taken. 

 

1. For a particular vehicle ID, generate two byte Longitude (be-

tween 1 and 65535), equal to Point 3 of ramp, convert it to 

hexadecimal format for OBU. 

2. For a particular vehicle ID, generate two byte Latitude (be-

tween 1 and 65535), equal to Point 3 of ramp, convert it to 

hexadecimal format for OBU. 
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3. For a particular vehicle ID, generate one byte Timestamp (be-

tween 1 and 255), convert it to hexadecimal format for OBU. 

4. Repeat the steps 1 to 3 for Points 2 and 1 with increasing 

Timestamps. 

 

For WWD & potential victims, further steps are added as follows: 

 

1. For a particular vehicle ID, generate two byte Longitude (be-

tween 1 and 65535), in the vicinity of the ramp, convert it to 

hexadecimal format for OBU. 

2. For a particular vehicle ID, generate two byte Latitude (be-

tween 1 and 65535), in the vicinity of the ramp, convert it to 

hexadecimal format for OBU. 

3. Randomly generate one byte Timestamp (between 1 and 255), 

similar to that of the WWD, convert it to hexadecimal format 

for OBU. 

4. Repeat the steps 1 to 3 for a preset number of vehicles. 

 

A set of five traffic data generated from this random traffic generator is 

enlisted as follows.  

 

DataTransfer (0x61, 0xb5, 0xc1, 0x8f, 0x29, 0x50); 

DataTransfer (0x2d, 0x4a, 0x9a, 0xa2, 0x53, 0x68); 

DataTransfer (0x14, 0x83, 0x67, 0x5c, 0x58, 0x57); 

DataTransfer (0x6f, 0x39, 0x2f, 0xba, 0x3c, 0xab); 

DataTransfer (0x16, 0x46, 0x99, 0x5d, 0x1e, 0x35); 

 

In the above data set, DataTransfer is the function that invokes data trans-

fer from the OBU to RSE. Its parameters are as follows: 

 

Parameter 1 : Vehicle ID 

Parameters 2 and 3 : Vehicle Longitude 

Parameters 4 and 5 : Vehicle Latitude 

Parameter 6 : Timestamp 

 

This data-set contains vehicle information as shown in Figure 6 for 50 

vehicles. Some vehicle-data contained WWD. Three scenarios were con-

sidered to cover all realistic possibilities around a highway exit ramp, as 

shown in Table 2.  

 

Table 2. Characteristics of Overall Data Sets 

 

Set Characteristics 

1 Data without a WWD 

2 Data with only a WWD 

3 Data with a WWD & Potential victim 

 

These data sets were the base on which other sets were created. In addi-

tion, data sets with WWD had following additional properties, shown in 

Table 3. The philosophy behind the WWD data sets was that the system 

should be able detect WWD at any point of the group of vehicle-data sent 

to RSE. Although, more possibilities could be considered, three of them 

were chosen for simulation. 

 

 

Table 3. Characteristics of WWD Data Sets 

 

Subset Characteristics 

1 WWD near the beginning of the set 

2 WWD near the middle of the set 

3 WWD near the end of the set 

 

This data set was fed to the OBU for transmission to RSE. Conceptually 

the overall test bench can be visualized as in Figure 8.  

 

      

Input Data                                                                 

 

                                                                             Detection & Notification                                                                                     

                                                                                     

Figure 8. Conceptual Diagram of the Test Bench  

 

By analyzing the underlying code, the time taken to detect the WWD was 

determined. For the RSE, reception of vehicle data and comparison pro-

cessing time is about 301 machine cycles, which is about 75.25 microsec-

onds. When the OBU transmits data, the preparation time is about 136 

machine cycles, which is about 34 microseconds. OBU requires fewer ma-

chine cycles because it is just sending data. In addition, there is transmis-

sion time for data. The total time the system takes from the preparation to 

detection is equal to the sum of the OBU preparation and transmission 

time as well as the RSE reception and processing time. The following 

equation shows the total system time from transmission to detection. 

 

Total System Time from Preparation to Detection = TOBU + 

TRSE...…………………………...………. ……………………………. (1)  

 

In equation (1), 

TOBU = Preparation time + Transmission Time  

TRSE = Reception Time of vehicle data + Comparison Processing Time for 

Detection  

Data is sent for a group of three vehicles. The time to detect WWD with 

reference to the first, second, and third vehicle are computed as follows: 

 

First Vehicle to Detection = 3.534 ms + 75.25μs = 3.61 ms (worst case) 

Second Vehicle to Detection = 2.531 ms + 75.25μs = 2.61 ms 

Third Vehicle to Detection = 1.268 ms + 75.25μs = 1.34 ms (best case) 

 

It takes longer to detect the violation of first vehicle as compared to the 

violation of third vehicle. It is noteworthy to find the time it takes from 

detecting WWD to notify nearby vehicles. It is calculated as follows: 

 

Machine cycles from detection to notification = 26 

Notification processing time = 26 * 0.25 μs = 6.5 μs 

 

Therefore, the RSE takes about 6.5 microseconds to notify the vehicle of 

a WWD after detection.  

 

RSE 
 

OBU 
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Detection time enables one to calculate the distance traveled by a vehicle 

before obtaining a warning notification. The calculated distances are pre-

sented as follows in Table 4 with the most relevant and realistic speeds 

that could be observed on a ramp. 

 

Table 4. Distance (in inches) Travelled between Transmission and De-

tection  

 

Speed Best case (3rd in Violation) Worst case (1st in Viola-

tion) 

40 mph 0.94 2.54 

50 mph 1.18 3.18 

60 mph 1.42 3.81 

Average 1.18 3.18 

 

As shown above, the best and worst case scenarios have been calculated 

to give the best estimates of distance. The average distance was 1.96 

inches. In the best case, we can notify the driver within 0.9 inches and in 

the worst case scenario, the driver will be notified in 3.72 inches. 

 

In addition, the distance traversed by a vehicle in the ramp between its 

data transmission and notification was also calculated as shown in Table 

5.  

 

Table 5. Distance (in inches) Travelled between Transmission and Noti-

fication 

 

Speed Best case (3rd in Violation) Worst case (1st in Viola-

tion) 

40 mph 0.95 2.55 

50 mph 1.19 3.18 

60 mph 1.42 3.82 

Average 1.19 3.18 

 

It reveals that this distance is slightly more than that in Table 4. Average 

of all these distances is 2.18 inches.  For practical purposes, either of these 

times (transmission to detection or transmission to notification) could be 

used with satisfactory outcome. 

   

5 Conclusions and Recommendations 

A wrong way driving detection system using V2I communication has been 

implemented and tested. Test results show that wrong way driving can be 

detected within 3.61 ms after violation. This means the wrong way driver 

can be notified within 3.81 inches after crossing the reference detection 

points. Potential victims can also be notified within additional 6.5 μs after 

detection. 

 

For this project, challenges and errors were encountered. There was a steep 

learning curve for the hardware and software design environment. So, ap-

propriate time need to be allocated for learning the design environment. 

The next significant error encountered was that for data transfer. Sending 

the data in parallel was causing major synchronization problem. Since this 

was proving to be ineffective, we decided to switch to serial data which 

worked effectively. So, use of serial RS 232 communication is recom-

mended. Also, for serial data communication, it was expected that a DB9 

cable could connect both units together. However, the data was not sent 

from the OBU to RSE using this cable. The solution was to connect the 

receiving and transmitting ports manually with jumper wires. 

 

Beside these errors, there were several limitations of the hardware and 

software used. For the hardware, there was limited memory available to 

use. The amount of memory available as stated earlier is 128 bytes of 

RAM, which meant a maximum of 3 cars data before the program would 

fail. A larger memory is preferred. The software was limited in terms of 

libraries available. For instance, there are no random variable functions or 

time functions available which would have assisted the project. In order 

to produce random numbers for traffic data, Visual Studio was used to 

develop the vehicle ID, timestamps, and locations. This random data was 

then transferred to OBU.  

 

This project works entirely on wired serial communication. Making this 

project to work wirelessly would be more realistic. Only then could this 

actually be tested in a real-world application. The OBU could actually be 

placed inside vehicles to obtain real numbers and actual data. With wire-

less implementation, new challenges (such as electromagnetic interference 

and non-exact GPS reference points) need to be addressed. As mentioned 

before, by implementing these features the project will be a complete 

proof of concept and become available in real world.  
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